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Freedom of Expression and Media Freedom
Article 33 of the Rwanda’s 2003 Constitution guarantees freedom of thought, opinion, 
conscience, religion and worship. It states, “Freedom of thought, opinion, conscience, 
religion, worship and the public manifestation thereof is guaranteed by the State in 
accordance with conditions determined by law.”
 
Article 34 also provides for freedom of information and freedom of the press. This freedom, 
however, must not “prejudice public order and good morals, the right of every citizen to 
honour, good reputation and the privacy of personal and family life. It is also guaranteed so 
long as it does not prejudice the protection of the youth and minors.”  The 2013 Law 
Regulating Media   determines the rights, obligations, organisation and functioning of media 
in Rwanda. It gives journalists the right to freedom of opinion and expression, including the 
“right to seek, receive, give and broadcast information and ideas through media.”Section 3, 
Article 19 of this law is dedicated to internet based media and states, “Every person has the 
right to receive, disseminate or send information through internet. He/she is entitled to the 
right of creating a website through which he/she disseminates the information to many 
people. Posting or sending information through the internet does not require the user to be 
a professional journalist.”

The 2013 law was welcomed as a positive reform of the regressive 2009 law for its 
recognition of self-regulation, the legal rights for journalists and no requirements for 
academic qualifications. However, some critics note that the law fails to meet international 
standards by maintaining control of media through strict accreditation requirements, not 
adequately protecting journalist sources and maintaining broad and vague provisions 
relating to defamation, “divisionism” and “genocide ideology”. 

Access to Information
Public access to information in the possession of Rwandan authorities is provided for in the 
Law Relating to Access to Information of 2013.  The law outlines the procedures and 
modalities for requests, receipt, copy and use of information. Information requests can be 
made in “writing, telephone, internet and other means of communication.” However, the 
law has no provisions for response times to information requests. Article 11 states that an 
information officer takes a decision to release information “according to priorities”.

Privacy and data protection
The 2001 Law Governing Telecommunications  requires operators to only collect and 
process personal information of individual users, which is “strictly necessary for providing 
bills to users and for determining interconnection payments.” Indeed, Article 54 of the law 
recognises privacy and data protection, and forbids interception of communications. It 
states, “every user’s voice or data communications carried by means of a 
telecommunications network or telecommunications service, remains confidential to that 
user and the user’s intended recipient of that voice or data communications.”

However, this provision does not apply if a court has authorised the interception or recording 
of communications in the interests of national security and the prevention, investigation, 
detection and prosecution of criminal offences. An application to the court, supported by 
evidence “which clearly demonstrates that the interception of communications is necessary” 
may be made by the ministry of justice, the ministry of defence, the ministry of commerce or 
the regulatory board.

If a court makes an order permitting the interception of communications under the 2001 law, 
it may:
• Limit the extent of that order to a particular type of interception
• Limit the duration in time of the interception of communications
• Specify the persons permitted to carry out the interception of communications
• Limit the geographical area in which the interception of communications may take  
 place.

Besides, Article 52 of the telecommunications law gives the government sweeping powers to 
“do all such things as are necessary concerning telecommunications networks and 
telecommunications services as it ensures the preservation of the national integrity.” This 
includes the power to interrupt private communications which “appear” dangerous to 
national integrity, contrary to the law, public order or public morals; and to suspend a 
telecommunications service for an “indeterminate period” either generally or only for certain 
communications.

In August 2013, the Rwandan government passed amendments to a 2008 law relating to the 
interception of communications.   In the new law, national security services can apply for issue 
of an interception warrant to monitor citizens’ voice and data communications on grounds of 
national security. Article 4 of the interception law “strictly” prohibits the interception of 
communications of the president. 

Government authorities of “the relevant security organs” are authorised to apply for an 
interception warrant. Warrants are issued by a national prosecutor who is appointed by the 
justice minister (Article 9). In urgent security matters, a warrant may be issued verbally, “but 
the written warrant shall be completed in a period not exceeding twenty four (24) hours". A 
warrant shall be valid for three months.

Whereas Article 7 of the 2013 law requires service providers to ensure that their systems “are 
technically capable of supporting interceptions at all times, security organs have powers to 
intercept communications using equipment that is not facilitated by communication service 
providers.” Article 10 states that authorities can apply for a warrant “without recourse” to the 
communication service providers. The law relating to arms governs the equipment used for 
such interception and the president has the powers to determine which organ is in charge of 
such equipment.

Article 12 provides for the appointment of “inspectors” to ensure that authorised 
interceptions are enforced in accordance with the law. However, the independence of these 
inspectors may be called into question given that they are appointed by the president.

Intermediary Liability
Chapter 3, Article 8 of the 2010 law relating to electronic messages, electronic signatures and 
electronic transactions  absolves intermediaries and telecommunications network service 
providers of liability of the contents of documents or electronic messages transmitted through 
their networks by an individual. This liability applies to the creation, publication and 
dissemination of electronic messages on the network, and the use of such electronic messages 
in contravention of the law. Furthermore, telecommunications operators and intermediaries 
are not liable for providing access to information, transmission or its retention, as long as they 
do not initiate the transmission of the information or select the addressee and cannot modify 
the electronic communication (Article 10).

On the issue of hosting, Article 12 states that service providers are not liable for damages 
arising from information stored as long as they are not aware that the information or activity 
relating to the information infringes any person and “upon receipt of a takedown notification 
provided by this law acts expeditiously to remove or to disable access to the information.”

Take down notices are provided for in Article 14. A written complaint by an individual or 
organisation, containing, among others, the names and address of the offended party, the 
rights infringed, justification of the unlawful activity and the remedial action sought of the 
unlawful activity must be sent directly to the service provider. The article makes no provisions 
for appeal or procedures to be followed by service providers in dealing with take down 
requests.

A general provision for computer misuse and cybercrimes is made in Article 65 of the 2010 law. 
It states that any offences committed shall be punished in accordance with the provisions of 
the Penal Code. 

However, the limited liability provisions of the above law are restricted by telecommunications 
service provider obligations as set out in their licensing agreements and the 
telecommunications law.

Other relevant laws
The above laws notwithstanding, the penal code, and legislations on discrimination, 
sectarianism and genocide ideology broadly restrict freedom of expression, including on the 
internet. Criminal offenses include authoring of speeches, written statements or actions based 
on ethnicity, origin, colour, sex, religion, which may cause conflict, strife or an uprising. 
Transmission over radio, television, in a meeting or “public place” is punishable by a fine of up 
to 5 million Rwandan francs (USD 8,100) and up to five years imprisonment. 

Statutes in the Penal Code forbid defamation of the head of state or other public officials, 
which can carry up to five years in prison and fines of up to 10,000 Rwandan francs (USD 16). 
Meanwhile, the 2008 law on Genocide Ideology similarly threatens freedom of expression 

online. It prescribes heavy prison sentences and fines for any offender who disseminates 
genocide ideology– described as “aggregate of thoughts characterised by conduct, speeches, 
documents and other acts” aimed at inciting others in public. 

Following international criticism   of Rwanda’s freedom of expression record, the country’s 
government has taken positive steps on amending the genocide law. In July 2013, the Senate 
approved amendments to the law to include a less ambiguous definition of offenses and a 
requirement to prove criminal intent of a suspect. Sanctions were also reduced from 25 years 
imprisonment to 9 years. To date, the president is yet to assent to the new law. 


